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Crisis communications do not seem to be a priority topic for analysis within 
the Russian strategic community. However, some data points can provide 
grounds for a hypothesis on when or at what point in time before or during a 
crisis Russia would want to use a multilateral/bilateral crisis communications 
mechanism, and how such a mechanism can be adopted.

Nuclear Risks

Naturally, we can start the analysis from the top level of national military-political 
leadership and the most dramatic domain of the possible crisis: nuclear use.

Basic Principles of State Policy of the Russian Federation on Nuclear Deterrence, 
a strategic planning document that can be labeled “Russian Nuclear Doctrine,” 
with a first version made public when it was released in 2020, includes a very 
specific provision: “The President of the Russian Federation might, if necessary, 
inform the military-political leadership of other states and/or international 
organizations about the Russian Federation’s readiness to use nuclear weapons 
or about the decision taken to use nuclear weapons, as well as about the fact 
that nuclear weapons have been used.”1 This suggests that there is some level 
of understanding and reflection about the issue of crisis communications, both 
at conceptual and practical levels.

If we go deeper into history, one might find another very important document: 
the Agreement Between The United States of America and The Union of Soviet 
Socialist Republics on the Prevention of Nuclear War, signed in 1973. Article 
IV of this agreement provides for “urgent consultations with each other” in 
case of “the risk of nuclear conflict,” including “between either Party and other 
countries.”2

The so-called “hotline,” or rather a “direct communications link” between Moscow 
and Washington had been established back in 1963, because the Cuban Missile 
Crisis provided relevant parties with a front-row view of the nuclear abyss.3

However, it took more than several decades for the next meaningful step in the 
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field of crisis communications: the establishment of formal Nuclear Risk Reduction 
Centres (NRRC). This paper will not dive deep into the history and practices 
of their operations, as it has already been done recently by other scholars.4 
Nevertheless, several points specific to the Russian case should be emphasized. 
First, in Russia, unlike the United States, the Ministry of Defense oversees the 
NRRC operations. Second, the NRRC itself oversees all arms control treaties and 
agreements, including multilateral (e.g. the Hague Code of Conduct) and bilateral 
agreements with other countries (e.g. ballistic missile and space launch vehicle 
launch notification agreement with China). 

Non-Nuclear Domain

Other crisis communications cases involving the Russian side also demand some 
attention. Again, within the scope of this brief analysis there is no task to provide 
a total coverage of each case. 

One of the relatively successful recent examples of crisis communications is the 
so-called deconfliction mechanism in Syria.5 While imperfect, once established 
in 2015, it has prevented escalation and direct conflict between Russian and 
U.S. forces in the air and on the ground (and to some extent their provisional 
allies), despite frequent encounters. The most important takeaway here is that this 
mechanism is based on direct military-to-military communications.

In fact, U.S. legislators have almost entirely banned military-to-military contacts 
between Russia and the United States. Nevertheless, some high-level contacts 
(at the highest levels of Ministry of Defense/Department of Defense heads and 
heads of General Staff/Joint Chiefs of Staff) continued, including after the major 
warfighting started in Ukraine.

Yet another important episode that deserves attention is what can be labeled 
as a breakdown in crisis communications and a switch to public messaging. 
Over the spring and summer of 2020, the U.S. Strategic Command increased 
the tempo of bomber aircraft operations in the immediate vicinity of the Russian 
borders, including over the Baltic and Black Seas and Ukraine, which has been 
perceived in Moscow as an extreme change of traditional practices and a 
dramatic escalation. The Russian Ministry of Defense explicitly mentioned that 
while some notifications of such activities indeed happened, there was room for 
improvement. The ‘deterrent patrols’ by the U.S. bombers resulted in two specific 
briefings by the Russian MoD with very detailed explanations on how those were 
perceived and what the reactions were.6 It remains to be seen how this mode of 
crisis communication affected the other side.

One of the most recent cases that is relevant to the topic under analysis is 
the announcement of the so-called ‘special mode of combat duty’ (sometimes 
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translated as ‘high combat alert’) for the Russian strategic deterrence forces 
in late February 2022.7 As was explained later that year, it was “about the 
transition of shifts of strategic command posts to the duty with reinforced 
personnel. In essence, this means that vigilance has been heightened against 
acts of intimidation and coercion with nuclear weapons against our country.”8 
However, at the time of the announcement it was an intentionally ambiguous 
statement that was made to enhance deterrent effects. As such, it could 
hardly include any immediate clarification through crisis communication links, 
existing or future. After all, every nuclear weapons state has its own calculus 
of the balance between transparency and ambiguity.9

Finally, a cyber domain should be mentioned, given the increasing link 
between cyber and nuclear issues.10 Since 2013, a dedicated Russia-U.S. 
hotline has been operational, however so far it has been used with a very 
limited result.11 Still, this experience can be used in future crisis communication 
solutions. What is peculiar about how it works is that it links both NRRCs and 
political staff, specifically the U.S. National Security Council and the Security 
Council of the Russian Federation.

Final Notes

It remains to be seen what the future of crisis communications for nuclear risks 
will be. Nevertheless, these communications links are extremely important, 
and the ongoing ‘great power competition’ means that their importance 
will only grow, as the escalation possibilities multiply. This importance of 
communication links is acknowledged both by documents and by actions, 
although, of course, non-communication in crisis is equally important. The 
institutional side of things might seem blurry but given the existing practices 
in the Russian case, the Security Council will remain at the helm, with the 
Ministry of Defense and the NRRC providing technological and personnel 
support. There is enough expertise to make it work, even in light of conflicting 
priorities at the political level, especially at the current stage of the conflict 
between Moscow and Washington. Should the governments of both countries 
find a way to accommodate each other’s interests, it can provide an opening 
for a number of solutions in the realm of risk reduction. So far, however, the 
main concern is that ‘the other side’ is more interested in creating risks than 
reducing them, and the multi-domain and multipolar nature of the confrontation 
makes things even more complicated.
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